
 

 

 

 

WARNING: Scam targeting PSA members 
 

The PSA is aware of recent incidents of PSA members being approached by a person(s) to entice them 

with investment opportunities in cryptocurrency. 

 

The PSA is aware of this person(s) making unsolicited calls and sending messages containing links, 

urging members to click on such links. The PSA emphasizes that the Union has not authorised any such 

communication, and strongly condemns any attempt to misuse members' personal information for 

financial gain. The confidentiality and security of members' information is of utmost importance to the 

PSA, and steps are being taken to address this matter. 

 

The PSA assures members that stringent security measures are in place to prevent any unauthorised 

access to members’ personal information. Members are urged to exercise extreme caution and refrain 

from clicking on any links (even if the PSA logo is displayed) or engaging in financial transactions with 

unknown individuals or entities.  

 

Members are advised to always verify the legitimacy of any communication claiming to represent the 

PSA. If you receive any suspicious communication related to the PSA or cryptocurrency investments, 

please report this to your shop steward, nearest PSA Provincial Office or ask@psa.co.za.  
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